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UDP-IP Demo Instruction

This document describes the instruction to run UDP-IP for transferring data between FPGA
development board and PC through Gigabit Ethernet.

1 Environment Setup

As shown in Figure 1-1, to run UDP-IP demo, please prepare

1) FPGA Development board (AC701)

2) IMPACT ver 14.4 or later

3) Ethernet cable (Cat5e or Cat6) for network connection between FPGA Development
board and PC

4) PC with Gigabit Ethernet support

5) micro USB cable for programming FPGA connecting between FPGA Development board
and PC

6) “send_udp_client.exe” and “recv_udp_client.exe”, provided by Design Gateway, which
are test application on Windows PC

‘send_udp_client’

ecv_udp_client’

lllllll

IP:192.168.11.25
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The demo is designed by pure-hardware logic, so DIPSWs, push buttons, and LEDs are used
to be user inputs and outputs on FPGA board.
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2 Demo description

2.1 DIPSW

Bitl and bit3 of DIPSW are used to set packet size for IP sending data and enable data
verification for IP receiving data, like TOE2-IP demo. More details are described in Table 2-1.

?7 V- GEA SDAO4 8

Fiqure 2-1 DIPSW setting in the demo

DIPSW OFF ON

Bit 1 Sending mode by using non-Jumbo frame | Sending mode by using Jumbo frame
(1472 bytes) (8972 bytes)

Bit 3 Receiving mode without data verification Receiving mode with data verification

Table 2-1 DIPSW setting definition
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2.2 LED

4 LEDs are used to show operation status of the demo such as IP in initialization, sending
data, receiving data. More details of each LED description are shown in Table 2-2.

GPIO LEDS
e e o)

LinkLED | BusyLED

SwLED ReadLED
Figure 2-2 LED setting in the demo

LED ON OFF BLINK

0 IP is busy from initialization | IP is in Idle condition. IP interrupt is found.
or sending data.

1 IP receives data. No received data Data verification is failed.

available in IP.

2 Sending mode in Jumbo Sending mode in Ethernet is not link-up. Please
frame. non-jumbo frame check Ethernet cable.

3 User presses one of three | No push button is N/A
push buttons. pressed.

Table 2-2 LED Definition
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2.3 Push button
Three push buttons are used in the demo, i.e. West, Center, and East SW, as shown in Figure
2-3. The button is used to start IP initialization, data sending, and reset pattern verification.
More details of each button are described as follows.

SendSW StartSW RxPattSW

Figure 2-3 Push button setting in the demo

StartSW (Center): After power-on system, user needs to press this SW to start IP
initialization. User can start data sending or receiving test only after complete IP
initialization.

SendSW (West): Press this SW to start IP sending data to PC. Please confirm that
BusyLED is OFF before pressing this SW.

RxPattSW (East): Press this SW to reset start value of test pattern within data verification
module. So, user needs to press this SW before re-run IP receiving data test with enable
data verification.

Note:

DIPSW setting must not be changed during operation.
Before pressing StartSW, please confirm that LinkLED is not blinked to wait Ethernet PHY

ready.
Before pressing SendSW, please confirm that IP is in Idle state by monitoring BusyLED
status.
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3 PC Setup

Similar to TOE2-IP, please confirm network setting on TestPC that is correct setting before
running the demo.

31 IP Setting

4 Local Area Connection Properties Exu | Internet Protocol Version 4 (TCP/IPud) Properties [.@.__[@
Wetwarking | " General
Connect uging: You can get IP settings assigned automatically if vour network supports
3 T > this capability. Otherwise, you need to ask your network administrator
EF IntelR) 82579 Gigabit Network Connection for the appropriate IP settings.
_ Obkain an IP address automatically
This connection uzes the tollowing items: @ Use the Following IP address:
¥ & Client for Microsoft Networks IP address: 192 166 . 11 . 25
W = 05 Packet Scheduler -
W) 5 File and Printer Sharing for Microsolt Metworks Subnet mask: 256,255 . 295 .. 0}

Wl & Intemet Protocal Version 6 [TCPAPE]
Default gateway:
SIS Intemet Protocol Version 4 [TCRAP w4} =
Wl s Link-Laver Topology Discovery Mapper 170 Driver
Wl s Link-Laper Topology Discovery Responds

Obtain DNS server address automatically

@ Use the Following DNS server addresses:

Install.. Urinstsl PectaTec DG Strves:

Descrption Alternate DHS server:

Tranzmizsion Control Protocol/intemet Protocol. The default
wide area netwark. protacol that provides communication

across diverse interconnected networks. | Validate settings upon exit Advanced, .,

| ok ” Cancel J

T

Figure 3-1 IPv4 Setting

- Open Local Area Connection Properties of Ethernet test connection, as shown in left
window of Figure 3-1.

- Select “TCP/IPv4” and then click Properties.

- Set IP address = 192.168.11.25, and Subnet mask = 255.255.255.0, as shown in right
window of Figure 3-1.
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3.2 Speed and Frame Setting

4 Local Area Connection Properties [  Local Area Connection lﬁ;
Networking i !

] You have made changes to the properties of this connection.
Connect using: i If you proceed your changes will be lost,

l;" Intel[R] 82579 Gigabit Metwark Connection

o you wish to proceed?

This connechion uzes the tallowing items:

& Clignt for Microsoft Networks
v g (o5 Packet Scheduler (S
w! .EI File and Printer Sharng for Microzoft Metworks
& |ntemet Pratocol Werzion 6 [TCPAPVE)
N |riteiniat Protocol Version 4 [TCR/P)
& Link-Layer Topology Dizcoven) Mapper [/0 Driver
Wl s Link-Layer Topology Discovery Responder

Install, . | Urinztal | Properties

Description

Trangmission Control Protocol/ntermet Protocol, The default
wide area network. protocol that provides communication
acrozs diverse interconnected netwarks.

T

Figure 3-2 Network Confiqure

- On Local Area Connection Properties window, click “Configure”, as shown in Figure 3-2.
- On Advance tab, Jumbo Packet = 9014 Bytes to enable jumbo frame, as shown in Figure
3-3.

- = B
Intel{R) 82579V Gigabit Network Connection Properties ﬂ

Teaming I VLANs | Driver I Details
General I Link Spesd | Advanced | Power Management

‘ inter Advanced Adapter Settings

Settings: Walue:

Gigabtt Master Slave Mode . |9|]14 Bytes -
Intemupt Moderstion —|

Jumbi Packst
Large Send Cfload {|Pv4) |
Large Send Offload (IPvE)

Locally Administered Address

Log Link State Event

Performance Options - Use Defautt |

Jumbo Packet

Enables Jumbo Packet capabilty for TCP/P packets. In situations
where large packets make up the majority of traffic and
additional latency can be tolerated, Jumbo Packets can reduce
CPU utilization and improve wire efficiency. .

| »

m

Jumbo Packets are larger than standard Ethernet frames, which
are approximately 1.5k in size.

Note: Changing this setting may cause a momentary
lzsz of connectivity.

[ ok || cancel
Figure 3-3 Jumbo Frame Setting
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- On Link Speed tab, select “1.0 Gbps Full Duplex” for running Gigabit transfer test, as
shown in left window of Figure 3-4.

- On Advance tab, Settings=Interrupt Moderation and Value= “Enabled”, as shown in right
window of Figure 3-4.

r T B : e G A== _ 5 I ]
Intel{R} 82578V Gigabit Network Connection Properties E Intel(R) 82579V Gigabit Network Connection Properties @
Toamg | VAt | Dver | Omas ||| | [_Tews | VAN | Dis | Dash |
_ij Link Speed | Advanced |  Power Management | Genstal I Link Speed | Advanced | Power Management |
intel Link Speed and Duplex Settings [intel Ady Adapter Settings
:'--' Intel(R) PROSet Version: 17.2.154.0
Link: Status
@ Speed: 1.0Gbps,Full Duplex (EEE Capable)
aster Sk 7| [Ensbied -
Speed and Duplex: Iriterrupt Moderation | ]
Jurnbo Facket =
[1.0Gbpsm Duiplex '] l Diagrostics... l Large Send Oiffoad (IPv4) |
Large Send Offioad l!:v@i
Locally Admaestered Address
[ identty pdopter.. | Log Link State Event P
, | Petformance Ontions Tl UseDefauk |
Speed and Duplex Setting. By default, Intei® adapters are s&t  ~ -
to automatically detect and negotiate speed and duplex settings, iplenvpt Muderoicn P
If the adapter fails to connect, you can set the speed and duplex Allowi s the adapter to moderate interrupts. e
settings to match these of the link partner. g When a packet arrives, the adapter generales an inlerrupt, |
EEE Enabled: Displays "EEE Enabled” if this device has which aliow s the driver fo handie the packet. At greater link _ ‘
negotiated an Energy Efficient Ethernet link with s link partner. ! speeds, “‘D'T::l‘"g:‘_ are Cfﬁmﬁ;‘;ﬂw utization aiso |=t
: increases resulls in poor sys ormance. When you
. :{m&t::m?:pw: temperature state if the adapter has a - enabia Wnlarrupt Moderation, the { rate is v ar, and the ‘
result 5 befter syslem performance. |
\{\_g NOTE: Changing this sefting may cause a momentary -

ok ][ cancel | ok ][ conce |

Figure 3-4 Link speed and Jumbo frame setup

- For Intel LAN controller, Performance Options in “Advanced” tab should be set for better
performance as shown in Figure 3-5. “Interrupt Moderation Rate” in “Performance
Options” windows must be set to “Off".

Intel(R) 82579V Gigabit Network Connection Properties [
Teamng |  VIANs |  Daver |  Detais
General I Link Speed | Advanced —| Power Management r .
Performance Options ﬂ
‘ “'Ite‘ Advanced Adapter Settings Settings: Vol
Adaptive InterFrame Spadng Igf{ ‘-I
Flow Control
Interrupt Moderaton Rate
josios Receive Buffers
Settings: | Transmit Buffers
Intemupt Moderation - I ME I
Jumba Packet I [ e Refait ]
Largs Send Offload (IPv4) |= |

Large Send Offload {IPvE) Interrupt Moderation Rate =
kcicelly ered A | This sets the rate at which the controlier moderates or delays the  *

Log Link State Evert
Fn:Fm generation of interrupts making it possible to optimize network
Prionty & LA = threughput and CPU utiization. The Adaptive setting adjusts the

interrupt rates dynamically depending on traffic type and network |

__Peffom'lance Options usage. Choosing a different setting may improve network and
| Configures the adapter to use settings that can improve adapter  * system performance in certain configurations.
performance. Without interrupt moderation, CPU utilization increases at higher
data rates because the system must handle a larger number of e
Lo ][ cnad |
e
[ oK ‘ [ Cancel ]

Figure 3-5 Enable Interrupt Moderation
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4 How to run demo
4.1 Initialization

Before running IP sending and receiving data test, please follow below steps to setup and
initialize test system.

- Connect micro USB cable from FPGA development board to PC and connect power
supply to FPGA board.

- Connect Ethernet cable between FPGA development board and PC.

- Set up network setting on PC, following Topic 3.

- Power on FPGA development board.

- Open IMPACT and download “udpiptest_ac701.bit” to FPGA development board, as
shown in Figure 4-1.

{45 ISE iIMPACT (P.68d) - [Boundary Scan] =N =l "

L_@ File  Edit Miew Operations Output  Debug  Window Help - [=] =
DPE XEBEXDRe 3 BRI

[IMPACT Flows 08 %

[ 2@ Boundary Scan

(=] SysternACE
; E Create PROM File (PROM File Form...
F =] WebTalk Data

[MPACT Processes +0F X xeTa200t

Huailable Operations are: - 100 Repitest acell .

=» Program E

= Get Device ID |

o Get Device SignaturefUsercode =i

=P Read Device Status «|| =) Boundary Scan

frtois bl T
I INFO:Cse — 0011 1111 0001 1110 0000 1000 OOOO OO0 =
PINFO:Cze — '1': Completed downloading bit file to device. 1=
L THFO:Car — '1': Promgramming comnleted suncesatul T 2
< [iTs ¥

E] Consale i_io_ Errors IL Warnings|

|Configuration | Digilent JTAG-SMTL 10000000 | |

Figure 4-1 Programmer Environment
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Monitor LED2 status on FPGA development board that should change from BLINK to be

ON/OFF status following DIPSW1 setting.
Note: If LED2 still be BLINK, please check Ethernet cable connection between FPGA and

PC.

Blink -> ON/OFF

Figure 4-2 LED status after programming bit file and ethernet can linkup

Press StartSW at Center-SW to start IP initialization process. LEDO will change from ON
to OFF after IP initialization complete, as shown in Figure 4-3.
Note: If LEDO is not ON and change to BLINK status instead, please check that IP address

on PC is correct or Ethernet cable is in good status.
To re-initialize system, user needs to press CPU RESET button, wait until LED2 changing
from BLINK to ON/OFF, and press StartSW again.

Figure 4-3 LED status after press StartSW and IP initialization complete

Now system is ready to run IP sending data and receiving data. More details are described in

the next topic.
Note: Transfer performance on the demo depends on Test PC specification.
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4.2 IP Sending Data Test

Hardware logic designs to support two different packet sizes to show performance when
running non-jumbo frame and jumbo frame size. Hardware setting and parameter input of
test application should be matched. More details about each mode are described as follows.

4.2.1 Non-Jumbo frame mode
- Set DIPSW[1] = OFF and confirm that LED2 status is OFF.
- Open “command prompt” on PC, and run “recv_udp_client” test application by using
command as shown in Figure 4-4.
Note: This demo fixes IP address, port number, and received size. So, please do not
change any value without HDL code modification.

EX Administrator: Command Prompt Lo | B ||
k:\ﬂ”ﬂrecu_udp_client 192.168.11.42 4000 60000 1472 4294967295 3

b b 4 4 4 -

FPGA IP PC Total
Address Port No. ! received byte
FPGA

Port No. Packet size

Figure 4-4 "recv udp client" command with non-jumbo frame

- Confirm that IP is in Idle condition by monitoring LEDO = OFF. Then, press SendSW at
West-SW to start data sending from FPGA.

- LEDO will change to ON status, as shown in Figure 4-5. LEDO will be OFF after all data are
transferred completely.

OFE: OFF -> ON

Non-jumbo frame
Figure 4-5 LED status during running "recv udp client" with non-jumbo frame
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- During receiving data, test application will display total received byte on the console every
second. Finally, it will show total dropped packet, and performance as shown in Figure 4-6.
Note: Total performance output from test application will include delay time from running
“recv_udp_client” to pressing SendSW, so user should press SendSW immediately after
running “recv_udp_client” for output performance accuracy.

i

BN Administrator: Command Prompt oo || B |

D:%SU>recv_udp_client 192.168.11.42 4000 68080 1472 4294967295

PER Start Receive Check [ERER
Server: 192.168.11 .42, 4888, Recv_Len: 1472

69 MB
185 MB
3ga MB

3887 MB
4AR2 MB
rop M packetis)
[INFO1 Spend 36.30 Second(s) for receiving 4895 MByte(s>| Performance
[INFO]1 Receiving Data Rate: 112.83 MByte{s)- Sec Re=sult

D=sSW>_

Figure 4-6 Output performance when running "recv udp client" with non-jumbo frame

- As shown in Figure 4-7, if packet dropped is found, “Drop Expect” message will be
displayed on the console. Final result will show total dropped packet, and test application
will be ended by 0.5 sec timeout. “WARNING] Timeout” message will be displayed when
test application is exit from timeout condition.

BN Administrator: Command Prompt oo || B |

D:xSUrecv_udp_client 192.168.11.42 4000 cB0B0 1472 4294967295

EE@ Start Receive Check [EERE
Server: 192.168.11 .42, 4888, Recv_Len: 1472

83 MB
199 MB

1124 HMB
12404 MB
B

Drop Expect: BxBBAfiehd. Recu: BxBEEfiehe|1 drnpped packet
1587 MB

MEB

I 11 t
[INFO1 npup”feg:cket(s) Total numbers of dropped packet

7 d<s?> for receiving 4895 HBytels)
[INFO]1 Recediving Data Rate: 111.63 MByte(s)- Sec

D=~EW> ]

Figure 4-7 Warning message when packet dropped is found
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4.2.2 Jumbo frame mode
- Set DIPSWI[1] = ON and confirm that LED2 status is ON.
- Open “command prompt” on PC, and run “recv_udp_client” test application by using
command as shown in Figure 4-8. Parameter inputs are same as non-jumbo frame except
packet size which is set to 8972 instead of 1472.

E® Administrator: Command Prompt o |- [

-

k:\ﬂu*ecu_udp_client 192.168.11.42 40900 60000 8972 4294967295|
FPGAIP PC Total
Address Port No. | received byte
FPG

A
Port No. Packet size

Figure 4-8 "recv udp client" command with jumbo frame

- Demo steps are same as non-jumbo frame mode. Please follow the step described in
non-jumbo frame mode.

- As shown in Figure 4-10, test performance when using jumbo frame will be better than
non-jumbo frame.

ON: OFF -> ON
Jumbo frame
Fiqure 4-9 LED status during running "recv _udp client" with jumbo frame
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f g

EX Administrator: Command Prompt o |

D:SWrrecv_udp_client 192.168.11.42 48008 6cABAA 8972 4294967295

PFE@ Start Receive Check [EEE
Server: 192.168.11.42, 4888, Recv_Len: 8972

7? MB
199 MB
319 MB

3717 MB
MEB

rop B packetis
[INFO1 Spend 34.94 Second(s) for receiving 4895 MBytecs>| Performance

[INF0O]1 Receiving Data Rate: 117.22 MByte(s). Sec Result

Dz SW>_

-

Figure 4-10 Output performance when running "recv udp client" with jumbo frame
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4.3 IP Receiving Data Test

Hardware logic designs to support enable/disable data verification module. Disable is used
when test application sends dummy data to FPGA for higher performance. Enable is used
when test application sends increment data to FPGA to check data valid. More details of
each mode are described as follows.

4.3.1 Disable verification mode
- Set DIPSW]3] = OFF to disable data verification.
- Open “command prompt” on PC, and run “send_udp_client” test application by following
command
>> send_udp_client <FPGA IP address> <FPGA port number> <PC port number>
<numbers of 8kbyte packet > <mode>

o Similar to sending application, IP address and port number cannot change without
HDL code modification.

0 User can set numbers of 8kbyte packet which is valid from 1- 524287. Total transfer
size will be calculated by numbers of packet x 8 x 1024 byte. So, maximum transfer
size is 524287x8x1024 byte

0 Mode: ‘0- All ‘O’ pattern are sent for high performance.

BN Administrator: Command Prompt = | ||

F:\Ewisend_udp_client 1922.168.11 .42 4000 cBAA1 524287 @ 2
FPGA IP PC Verify off

Address Port No.
FPG Numbers of
Port No. packet

Figure 4-11 Example "send udp client" command when disable verification

- After running test application, LED[1] status will change from OFF to ON as shown in
Figure 4-12.

Figure 4-12 LED status during running "send udp client"
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- Test application displays “...” during transferring packet. Time usage with performance will
be displayed when complete data transfer, as shown in Figure 4-13.

B Administrator: Command Prompt = o ”El

PPER Start Send Check BEER
Server: 192.168.11.42, 48PA,. Send_Cnt: 524287, |S5end_Urf: DIS Dummy data

[INF0O]1 Sending Package ...

LINFO1 Spend 37.22 Second<{s> for sending 4895 MBytels)
[INFO1 Sending Data Rate: 118.84 MByte<(s)/Sec Performance Result

INEW

Figure 4-13 Test performance of “send udp client” when disable verification

4.3.2 Enable Verification mode
- Set DIPSW]3] = ON to enable data verification.
- Press RxPattSW at West-SW to reset test pattern for data verification.
- Open “command prompt” on PC, and run “send_udp_client” test application by setting

mode = 1 to generate 32-bit increment data. The example command is shown in Figure
4-14.

BX Administrator: Command Prompt = ”_E_llﬂ_?lj

-

:“EWizend _udp_client 192.168.11.42 4008 6cABA1 524287 1_
FPGA IP PC Verify on

Address Port No.
FP Numbers of
Port No. packet

Figure 4-14 Example "send udp client" command when enable verification

B Administrator: Command Prompt = o ”El

EER Start Send Check BB

2
Server: 192.168.11.42, 4888, Send_Cnt: 524287, |Send_Urf: EM| 32-bit Inc data

[INF0O]1 Sending Package ...

[INFO1 Spend 38.66 Second<{s) for sending 4895 MBytels)
[INFO1 Sending Data Rate: 105.96 MByte(s) /Sec Performance Result

D:sSW>

Figure 4-15 Test performance of “send udp client” when enable verification

- LED2 will blink if any error data is detected from Verification module.
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4.4 Run two applications

In the demo, sending and receiving data test use different port number on PC, so user can
run both tests at the same time. When running two applications at the same time, it will take
much resource on PC. So, performance may be reduced for receiving data test and packet
dropped may be much found for sending data test.

The example command and LED status during run both tests at the same time are shown in
Figure 4-16 and Figure 4-17.

BE Administrator: Command Prompt - recv_udp_client 192.168.11 42 4000 60000 8972 4294967295 [sll=@&]
FPGA->PC by port 60000 -

D:\SW>recu_udp_client 192.168.11.42 433@3972 4294967295

PER Start Receive Check BER - 5
Server: 192.168.11.42, 4888, Recv_Len: 8972 E Adminetrator Command Prompt ~-send Udp. chent 152.168.11.42400@2‘28?1 |E”E

216 MB Li@@ Start Send Check BERE PC->FPGA by port 60001 =
336 MB Seruver: 192.168.11.42, 4008, Send_Cnt: 524287, Send_Uwf: EN

576 MB [INFO]1 Sending Package ...

Figure 4-16 Run recv udp client and send udp client at the same time

OFF -> ON OFF -> ON

Figure 4-17 LED status when run both tests at the same time
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5 Revision History

Revision Date Description
1.0 6-Jan-16 Initial version release
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